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Lab 1: Exploring the Seven Domains of a Typical IT Infrastructure

During the lab, I felt comfortable working through most of the tasks, especially when it came to basic configurations such as capturing security settings, connecting to shared folders, and viewing update policies. These tasks were straightforward and aligned well with my existing knowledge, allowing me to complete them efficiently. For instance, capturing the sign-in options for a user account and verifying update policies felt familiar, and I was able to document the required steps without any issues. Additionally, I use linux terminal a lot for work, so working through PuTTy and the commands to navigate through directories was another thing I was very familiar with.

One minor challenge I faced was making sure I properly documented each step with accurate screen captures. At first it was unclear that I had to take the screen captures in the lab instructions guide. I was taking screenshots using the screenshot option on the top task bar. I actually completed the lab 3 separate times before realizing that the screenshots should have been completed through the lab instructions.

The experience provided a good foundation in understanding how to navigate and configure these domains. Specifically the network traffic options. I don’t use tracert often at work, so it was fun to learn, and have the lab explain, the different commands and what they are doing. Overall, this was a good introductory lab in network/systems configuration. I’m looking forward to learning more, and troubleshooting issues as they pop up.
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